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1	Introduction
This contribution adds questions and interim agreements for 128-bit cryptographic algorithms.
SNOW 3G, AES and ZUC are three 128-bit algorithms standardized in LTE.  It is proposed that these three cryptographic algorithms are also included in NG network considering backward compatibility and the security status of these algorithms. 
2	Proposal
It is proposed to approve below pCR. Since all texts are new, revision mark is not used.
**********************Begin of changes********************************
[bookmark: _Toc475606799][bookmark: _Toc475608273][bookmark: _Toc475609747]E.X 	Questions and Interim Agreements for security area #17
E.X.Y	Questions and Interim Agreements for 128-bit cryptographic algorithms
E.X.Y.1	Choice for 128-bit cryptographic algorithms
E.X.Y.1.1	Description of Question
Question: Which 128-bit cryptographic algorithms are to be standardised in NG? 
E.X.Y.1.2	Interim Agreement
EEA1, EEA2 and EEA3 specified in TS 33.401 [31] are agreed to be standardised in NG.
EIA1, EIA2 and EIA3 specified in TS 33.401 [31] are agreed to be standardised in NG.
*********************************End of changes*******************************
